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THE 2020 GOVERNMENT SERVICE INSURANCE SYSTEM 

FREEDOM OF INFORMATION MANUAL 

I. BACKGROUND

Executive Order (EO) No. 02, s. 2016 ( Operationalizing in the Executive
Branch the People's Constitutional Right to Information and the State
Policies of Full Public Disclosure and Transparency in Public Service and
Providing Guidelines Therefor) was issued on 23 July 2016 to implement the
constitutional policy of full public disclosure of government transactions
involving public interest, and the constitutional guarantee of the right of the
people to information of public concern.

This also recognizes the fundamental role of free and open exchange of
information in a democracy, which is meant to enhance transparency and
accountability in government official acts, transactions, or decisions.1

In order to effectively implement the provisions of said EO, all government
offices, including the Government Service Insurance System (GSIS), were
directed to prepare their own People's Freedom of Information (FOi)
Manual. In compliance therewith, the GSIS FOi Manual was first issued on

24 November 2016.

On 31 January 2019, the Presidential Communications Operations Office
(PCOO) issued Memorandum Circular (MC) No. 001, s. 2019 providing the
Guidelines on the Freedom of Information Appeals Mechanism. Under this
MC, the implementing agencies were advised to create a Central Appeals
and Review Committee to be composed of at least three (3) senior officers
with equal or higher rank to the Decision Maker.

Moreover, the PCOO launched the eFOI Platform, where requests made
online (https://www.foi.gov.ph) will be automatically sent to the agencies
concerned for immediate processing.

Also, the Executive Vice President (EVP) positions have been recently
restored in the GSIS through the issuance of Board Resolution No. 233
dated 28 November 2017.

Thus, to harmonize the existing provisions of this Manual with PCOO MC
No. 001, s. 2019 and the eFOI program, as well as update the roles given
the present set-up, the Revised GSIS FOi Manual is hereby issued.

1 EO 02 dated 23 July 2016. 
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II. OBJECTIVES

This PPG aims to:

A. Provide the revised guidelines that will effectively implement the
provisions of EO No. 2, s. 2016 and subsequent related issuances in all
GSIS offices;

B. Provide the updated procedures in filing and processing requests to
access information under the custody of the GSIS;

C. Identify responsibilities for the implementation of the provisions of this
Revised Manual; and

D. Prescribe the administrative and criminal liability of GSIS officers and
employees who fail to comply with the provisions hereof.

Ill. DEFINITION OF TERMS 

Unless the context otherwise indicates, the following terms shall mean: 

A. GSIS Records Disposition Schedule (GSIS RDS) - Records control
schedule arranged by Functional Group (FG), governing the retention of
GSIS records, to define the active and inactive period including the
conditions that must be met before the actual disposal of records.2 

B. eFOI Platform - An online facility which allows Filipino citizens to
request any information about government transactions and operations,
provided that it shall not put into jeopardy privacy and matters of national
security.3

C. Information - pertains to records, documents, papers, reports, letters,
contracts, minutes and transcripts of official meetings, maps, books,
photographs, data, research materials, films, sound and video recording,
magnetic or other tapes, electronic data, computer stored data, any other
like or similar data or materials recorded, stored or archived in whatever
format, whether offline or online, which are made, received, or kept in or
under the control and custody of any government office pursuant to law,
executive order, and rules and regulations or in connection with the
performance or transaction of official business by any government
office.4 

D. Inventory of Exceptions - list prepared by the Department of Justice
(DOJ) and the Office of the Solicitor General (OSG), and circularized by
the Office of the President for the guidance of all government offices and

2 Policy and Procedural Guidelines (PPG) No. 335-19, Enhanced Guidelines on the Records 
Management System dated 08 May 2019. 

3 The online facility may be accessed through www.foi.gov.ph. 
4 EO 02 dated 23 July 2016. 
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the general public, enumerating information which cannot be accessed 
by the requesting parties. 

E. List of GSIS Information - list prepared by the GSIS enumerating
information which may or may not be accessed by the requesting parties.

F. Official record(s) - information produced or received by a public officer
or employee, or by a government office in an official capacity or pursuant
to a public function or duty.5 

G. Open Data - a publicly available data that is fully discoverable and
usable by end-users.

H. Personal information - any information whether recorded in a material
form or not, from which the identity of an individual is apparent or can be
reasonably and directly ascertained by the entity holding the information,
or when put together with other information would directly and certainly
identify an individual.6

I. Public record(s) - information required by laws, executive orders, rules,
or regulations to be entered, kept and made publicly available by a
government office.7 

J. Sensitive Personal Information - are personal information:

1. About an individual's race, ethnic origin, marital status, age, color,
and religious, philosophical or political affiliations;

2. About an individual's health, education, genetic or sexual life of a
person, or to any proceeding for any offense committed or alleged to
have been committed by such person, the disposal of such
proceedings, or the sentence of any court in such proceedings;

3. Issued by government agencies peculiar to an individual which
includes, but not limited to, social security numbers, previous or
current health records, licenses or its denials, suspension or
revocation, and tax returns; and

4. Specifically established by an executive order or an act of Congress
to be kept classified. 8 

IV. COVERAGE

The provisions of this Manual shall cover handling of GSIS information and
processing of requests from any Filipino citizen regarding GSIS information

5 EO 02 dated 23 July 2016. 
s Republic Act 10173 or the Data Privacy Act of 2012. 
7 Ibid. 

a Republic Act 10173 or the Data Privacy Act of 2012. 
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on matters of public concern9 and GSIS transactions involving public 
interest 1°. 

These provisions shall not apply to the following: 

A. Requests for information by members and pensioners pertaining to
their membership, loans, insurance coverage, claims, retirement and
pension records;

B. Requests for information by Agency Authorized Officers, Electronic
Remittance File Handlers, and Liaison Officers relating to the members
of their respective agencies;

C. Requests by third parties for member or pensioner information
considered not of public concern such as individual and unauthorized
request made by a relative of a member on the member's GSIS
benefits;

D. Requests made by account holders or other interested persons for
housing account information considered not of public concern;

E. Requests for information by other government agencies and/or public
sector offices;

F. All other transactions covered by the Ease of Doing Business and
Efficient Government Service Delivery Act of 2018 and its
Implementing Rules and Regulations. 11 

V. PROTECTION OF PRIVACY12 

While providing access to information, public records, and official records, 
GSIS shall afford full protection to the right to privacy of the individual as 
follows: 

A. GSIS shall ensure that personal and sensitive personal information in its
custody or under its control is disclosed or released only if it is material
or relevant to the subject-matter of the request and its disclosure is
permissible under EO 02, s. 2016, Data Privacy Act of 2012 or existing
law, rules or regulations;

B. GSIS must protect personal information in its custody or control by
making reasonable security arrangements against leaks or premature

9 EO 02 dated 23 July 2016 citing Section 7, Article Ill of the 1987 Constitution. 
10 EO 02 dated 23 July 2016 citing Section 28, Article II of the 1987 Constitution. 
11 Business-related and nonbusiness transactions referring to permitting, licensing, and issuance of

any privilege, right, reward, clearance, authorization, or concession, including frontline services

enrolled in the existing Citizen's Charter, whether or not related to business, corresponding back

end/support services, and regulatory functions related to permitting, licensing and issuance <?f a

privilege, right, reward, clearance, authorization or concession (Implementing Rules and Regulations

of the Ease of Doing Business and Efficient Government SeNice Delivery Act of 2018).

12 EO 02 dated 23 July 2016. 
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disclosure of personal information which unduly exposes the individual 
whose personal information is requested to vilification, harassment or 
any other wrongful acts; and 

C. Any personnel of GSIS who has access, authorized or unauthorized, to
personal information in the custody of the office, must not disclose that
information except when authorized under this Manual or pursuant to
existing laws, rules or regulation.

VI. GSIS OPEN DAT A

The GSIS Website shall contain information readily accessible to the public
without need for written request such as, but not limited to, GSIS mandate
and functions, names of its officials with their positions and designations,
annual reports, approved budgets and audited financial statements.

VII. LIST OF GSIS INFORMATION

The List of GSIS Information shall be periodically updated to reflect any
change in the said list and as a result of any change in existing laws,
jurisprudence and Inventory of Exceptions circularized by the Office of the
President.

The information contained in the List shall be classified according to the

following 13:

1. Public - information that can be disclosed for public consumption

regardless of identity;

2. Exception - information that is under the Exception List issued by the

Office of the President and cannot be disclosed to the public;

3. Internal - information that is only for the agency's consumption; and

4. Limited - information that upon verification of the requesting party's
identity, can only be disclosed to specific person(s) and/or entity/ies.

For this purpose, the FG shall identify through an Office Order the
persons authorized to receive information that are classified as Limited.

The List of GSIS Information shall be submitted to the PCOO by the 
Records Management Department in compliance with FOi requirements on 
the month following the issuance of said List or its subsequent amendments, 
if any. 

13 PCOO FOi-MC No. 05, s. 2017 dated 11 July 2017. 
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VIII. FOi CHAMPIONS, DECISION MAKER AND RECEIVING OFFICER/S

A. The GSIS FOi Champions shall be the following:

Sector/Office FOi Champion 

Core Business Sector 

Support Services Sector 

Research, Innovation and Executive Vice President Concerned 
Strategic Advisory Sector 

Finance Sector 

Office of the President and Chief of Staff-OPGM 
General Manager (OPGM) 

Office of the Corporate Corporate Secretary 
Secretary 

The FOi Champions shall be responsible for overseeing compliance by 
their respective Sectors or Offices with E.O. No. 02, s. 2016. They shall 
likewise act on appeals filed by the requesting party on the denial of 
request for information falling under their respective jurisdictions. 

B. The FOi Decision Maker, eFOI Decision Maker, FOi Receiving Officer
and eFOI Receiving Officer shall be the following GSIS officials and
employees:

Role Central Office Branch Office (BO) / 

(CO) Extension Office (EO) 

FOi Decision Maker Records Management Department (RMD) 
Manager 

eFOI Decision Maker RMD Manager 

FOi Receiving Officer RMD personnel BO or EO personnel 

other than the other than the IC 
Information 
Custodian (IC) 

eFOI Receiving Officer RMD personnel 

C. The GSIS FOi Decision Maker shall be responsible for granting or
denying requests for information which are not included in the latest List
of GSIS Information.

Page 6 of 27 

20
50

25

11 November 2020



20
50

25

11 November 2020



20
50

25

11 November 2020



20
50

25

11 November 2020



20
50

25

11 November 2020



20
50

25

11 November 2020



20
50

25

11 November 2020



20
50

25

11 November 2020



20
50

25

11 November 2020



20
50

25

11 November 2020



20
50

25

11 November 2020



20
50

25

11 November 2020



20
50

25

11 November 2020



20
50

25

11 November 2020



20
50

25

11 November 2020



20
50

25

11 November 2020



20
50

25

11 November 2020



20
50

25

11 November 2020



20
50

25

11 November 2020



20
50

25

11 November 2020



20
50

25

11 November 2020



XI. UPDATING AND REVISION

The depository of the Manual rests with the Office for Strategy Management
- Policies and Systems Department (OSM-PSD) and shall be reviewed,
updated, and/or revised periodically.

XII. SUPPLEMENTAL GUIDELINES AND PROCESSES

The Management Committee may issue supplemental guidelines and rules
to comply with FOi issuances promulgated by the Office of the President of
the Philippines, PCOO, and other government regulatory agencies.

XIII. ADMINISTRATIVE AND CRIMINAL LIABILITY

Any unauthorized disclosure, sharing, publication or use of the information
contained in the classified documents or materials shall be considered a
grave offense and shall be punishable in accordance with civil service rules
and regulations. The filing of an administrative case against an erring
personnel or officer does not preclude the filing of any other appropriate
criminal or civil case in violation of existing laws.17

XIV. DAT A PRIVACY CLAUSE

The Operating Units Concerned shall ensure that the creation and
collection, storage and transmittal, use and distribution, retention, as well as
disposal and destruction of the personal and sensitive personal data of
members, pensioners and other stakeholders, as required by this Manual,
adhere to the requirements of Republic Act No. 10173 or the Data Privacy
Act of 2012.

XV. INFORMATION DISSEMINATION

The Corporate Communications Office shall prepare information materials
for the dissemination of this Manual.

XVI. REPEALING CLAUSE

This Manual shall supersede the GSIS FOi Manual dated 24 November
2016 approved by the Board of Trustees through Board Resolution No. 99,
s. 2016.

XVII. EFFECTIVITY

This Manual shall take effect after fifteen (15) days from the date of
publication in the Official Gazette or in a newspaper of general circulation.

R LANDO L. CASAET

�
resident and J�TAJ�Date Signed: � 

5b 

11 Rule 12, IRR of EO No. 608, Establishing a National Security Clearance System for Government 
Personnel with Access to Classified Matters and for Other Purposes dated 30 March 2007. 
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